DAFTAR PUSTAKA

BUKU

Baylis, J., Smith, S., & Owens, P. (2020). The globalization of world politics: An
introduction to international relations (8th ed.). Oxford University Press.
https://global.oup.com/academic/product/the-globalization-of-world-
politics-9780198825548

Buzan, B., Waver, O., & de Wilde, J. (1998). Security: A new framework for analysis.
Lynne Rienner Publishers.
https://www.rienner.com/title/Security A New_ Framework for_Analysis

Buzan, B., & Hansen, L. (2009). The evolution of international security studies. Cambridge
University Press.
https://doi.org/10.1017/CB0O9780511817762

Keohane, R. O. (1984). After hegemony: Cooperation and discord in the world political

economy. Princeton University Press.
https://press.princeton.edu/books/paperback/9780691022947/after-
hegemony

JURNAL
Arifin, R., & Nugroho, A. (2023). ASEAN cybersecurity cooperation strategy: Combating
cyber threats through CERT coordination. International Journal of Law and
Public Policy, 7(2), 45-60.
https://doi.org/10.36079/lamintang.ijlapp-0701.788
Hansen, L., & Nissenbaum, H. (2009). Digital disaster, cyber security, and the Copenhagen
School. International  Studies  Quarterly, 53(4), 1155-1175.
https://doi.org/10.1111/j.1468-2478.2009.00572.x
Kshetri, N. (2016). Cybersecurity strategies and governance: An institutional perspective.
Telecommunications Policy, 40(9), 803-817.
https://doi.org/10.1016/j.telpol.2016.03.003
Maurer, T. (2018). Cyber norm emergence at the United Nations. Journal of Cyber Policy,
3(1), 1-21.
https://doi.org/10.1080/23738871.2018.1445984
Nye, J. S. (2017). Deterrence and dissuasion in cyberspace. International Security, 41(3),
44-71.
https://doi.org/10.1162/ISEC_a_00266
Aisah, S., Prasetyo, A., & Rahman, F. (2023). Praktik Keamanan Siber di Pertamina dan
PLN: Tantangan dan Solusi. Jurnal Teknologi dan Keamanan Energi, 5(2), 112—
129.
Amir, M. A. (2022). Urgensi Regulasi Ketahanan dan Keamanan Siber dalam Undang-
Undang ITE. Jurnal Litigasi Amsir, 3(1), 45-56.
Lindsay, J. R. (2013). Stuxnet and the Limits of Cyber Warfare. Security Studies, 22(3),
365-404.
Prabowo, T. B., & Sihaloho, R. A. (2023). Analisis Ketergantungan Indonesia pada
Teknologi Asing dalam Sektor Energi dan Dampaknya pada Keamanan Nasional.
Jurnal Ketahanan Nasional, 11(1), 72-82.
Saputra, Y. D., & Wibawa, A. (2023). Peran dan Tantangan Cyber Security di Era Society
5.0. Prosiding Seminar Nasional Universitas Negeri Malang, 7(2), 233-245.



https://global.oup.com/academic/product/the-globalization-of-world-politics-9780198825548
https://global.oup.com/academic/product/the-globalization-of-world-politics-9780198825548
https://www.rienner.com/title/Security_A_New_Framework_for_Analysis
https://doi.org/10.1017/CBO9780511817762
https://press.princeton.edu/books/paperback/9780691022947/after-hegemony
https://press.princeton.edu/books/paperback/9780691022947/after-hegemony
https://doi.org/10.36079/lamintang.ijlapp-0701.788
https://doi.org/10.1111/j.1468-2478.2009.00572.x
https://doi.org/10.1016/j.telpol.2016.03.003
https://doi.org/10.1080/23738871.2018.1445984
https://doi.org/10.1162/ISEC_a_00266

Pradika, A., Rachmania, A. H., Widianti, A., & Astuti, P. (2025). Penguatan Regulasi
Perlindungan Infrastruktur Kritis di Indonesia terhadap Ancaman Serangan DDOS.
Journal of Science and Social Research, 8(2), 1748-1754.

Pradevi, B., Wibisono, I. W., & Seba, R. O. (2025). Kebijakan Pemerintahan Joko Widodo
dalam Menghadapi Ancaman Cyber di Sektor Infrastruktur Energi Indonesia.
Sosmaniora, 4(3), 908-917.

Weu, M. R. (2020). Kerjasama Pemerintah Indonesia dan Pemerintah Kerajaan Inggris
dalam Bidang Keamanan Siber. Global Political Studies Journal, 4(2), 154-169.

Rizki, D. P., & Aditya, R. (2024). Kerjasama BSSN dan KISA dalam Meningkatkan
Keamanan Cyber di Indonesia. Global Mind, 6(2), 43-55.

Maharani, M. A., & Atman, W. (2025). Evaluasi Strategi Nasional Keamanan Siber
Indonesia. Sosial Simbiosis, 2(3), 344-354.

Yunianto, M., Prakoso, L. Y., & Rusniwan, Y. (2024). Strategi Pertahanan Siber dalam
Melindungi Infrastruktur Kritis Nasional. JIIP, 7(11), 12808-12813.

SITUS WEB

Badan Siber dan Sandi Negara. (2024). Lanskap Keamanan Siber Indonesia 2023
(Direktorat Operasi Keamanan Siber, hal. 10-15, 31-40). Jakarta: BSSN. Diakses
dari https://id.scribd.com/document/720874014/L anskap-Keamanan-Siber-
Indonesia-2023

Badan Siber dan Sandi Negara. (2024). Peraturan Badan Siber dan Sandi Negara Republik
Indonesia Nomor 5 Tahun 2024 tentang Rencana Aksi Nasional Keamanan Siber
Tahun 2024-2028. Jakarta: BSSN. Diakses dari
file://IC:/Users/ASUS/Downloads/peraturan-bssn-no-5-tahun-2024.pdf

Peraturan Pemerintah Republik Indonesia. (2019). PP No. 71 Tahun 2019 tentang
Penyelenggaraan Sistem dan Transaksi Elektronik. Jakarta: Kementerian Hukum
dan HAM RI.

Peraturan Presiden Republik Indonesia. (2022). Perpres No. 82 Tahun 2022 tentang
Perlindungan Infrastruktur Informasi Vital. Jakarta: Sekretariat Negara.

Peraturan Presiden Republik Indonesia. (2023). Perpres No. 47 Tahun 2023 tentang
Strategi Keamanan Siber Nasional dan Manajemen Krisis Siber. Jakarta:
Sekretariat Negara.

Undang-Undang Republik Indonesia. (2022). UU No. 27 Tahun 2022 tentang
Perlindungan Data Pribadi. Jakarta: Kementerian Hukum dan HAM RI.
Rencana Pembangunan Jangka Menengah Nasional (RPJMN). (2019-2024). Penguatan

Ketahanan dan Keamanan Siber Nasional. Jakarta: Bappenas.

ANTARA News. (2022, Agustus 18). Bocornya data 17 juta pelanggan PLN, Kominfo
minta enkripsi diperkuat. Diakses dari
https://www.antaranews.com/berita/3067337/bocornya-data-17-juta-pelanggan-
pin

Jakarta Daily. (2022, Agustus 20). Evaluasi kebocoran data pelanggan PLN: pelajaran
bagi keamanan siber sektor kelistrikan. Diakses dari
https://jakartadaily.com/evaluasi-kebocoran-data-pin

csirt. makassarkota.go.id. (2022). Koordinasi tanggap insiden siber di sektor kelistrikan.
Diakses dari https://csirt.makassarkota.go.id

Kementerian Koordinator Pembangunan Manusia dan Kebudayaan (Kemenko PMK).
(2023). Pedoman penguatan CSIRT dan keamanan siber nasional. Jakarta:
Kemenko PMK.



https://id.scribd.com/document/720874014/Lanskap-Keamanan-Siber-Indonesia-2023?utm_source=chatgpt.com
https://id.scribd.com/document/720874014/Lanskap-Keamanan-Siber-Indonesia-2023?utm_source=chatgpt.com
https://www.antaranews.com/berita/3067337/bocornya-data-17-juta-pelanggan-pln
https://www.antaranews.com/berita/3067337/bocornya-data-17-juta-pelanggan-pln
https://jakartadaily.com/evaluasi-kebocoran-data-pln
https://csirt.makassarkota.go.id/

Standar Umum Keamanan Siber. (2025). ISO/IEC 27001 dan NIST Cybersecurity
Framework sebagai pedoman implementasi di sektor energi. Diakses dari
https://standar-keamanansiber.id

Ariandi Putra. (2022). Strategi keamanan siber nasional dan perlindungan infrastruktur
vital energi. Jakarta: Pusat Kajian Keamanan Siber.

Badan Siber dan Sandi Negara. (2025, 15 Juli). Strategi Keamanan Siber Nasional.
https://www.bssn.go.id/strategi-keamanan-siber-nasional/. Pada 16 Januari 2026

Peraturan Presiden Republik Indonesia Nomor 47 Tahun 2023 tentang Strategi Keamanan
Siber Nasional dan Manajemen Krisis Siber. Lembaran Negara Republik Indonesia
Tahun 2023 Nomor 99. Diundangkan tanggal 20 Juli 2023.
https://peraturan.go.id/files/perpres-no-47-tahun-2023.pdf. Pada 16 Januari 2026

Peraturan Presiden Republik Indonesia Nomor 18 Tahun 2020 tentang Rencana
Pembangunan Jangka Menengah Nasional Tahun 2020-2024. Lembaran Negara
Republik Indonesia Tahun 2020 Nomor 10. Diundangkan tanggal 20 Januari 2020.
https://peraturan.go.id/files/Perpres+18+2020.pdf. Pada 17 Januari 2026

Peraturan Pemerintah Republik Indonesia Nomor 71 Tahun 2019 tentang Penyelenggaraan
Sistem dan Transaksi Elektronik. Lembaran Negara Republik Indonesia Tahun
2019 Nomor  185. Diundangkan  tanggal 10  Oktober  2019.
https://peraturan.bpk.go.id/Download/122030/PP%20Nomor%2071%20Tahun%
202019.pdf. Pada 17 Januari 2026

Peraturan Presiden Republik Indonesia Nomor 82 Tahun 2022 tentang Pelindungan
Infrastruktur Informasi Vital. Lembaran Negara Republik Indonesia Tahun 2022
Nomor 129. Diundangkan tanggal 24 Mei 2022.
https://peraturan.bpk.go.id/Details/211029/perpres-no-82-tahun-2022. Pada 17
Januari 2026

PT PLN (Persero). (2022, Juni 28). Tingkatkan kapabilitas keamanan siber demi jaga
layanan pelanggan yang prima, PLN perkuat kerja sama dengan BSSN. Diakses
dari https://web.pln.co.id/cms/media/2022/06/tingkatkan-kapabilitas-keamanan-
siber-demi-jaga-layanan-pelanggan-yang-prima-pln-perkuat-kerja-sama-dengan-
bssn/. Pada 17 Januari 2026

Peraturan Badan Siber dan Sandi Negara Republik Indonesia Nomor 10 Tahun 2020
tentang Tim Tanggap Insiden Siber. Berita Negara Republik Indonesia Tahun 2020
Nomor 1488. Ditetapkan tanggal 15 Desember 2020, diundangkan tanggal 16
Desember 2020. https://peraturan.bpk.go.id/Details/174287/peraturan-bssn-no-
10-tahun-2020. Pada 17 Januari 2026

Kementerian Energi dan Sumber Daya Mineral Republik Indonesia. (2023). Keputusan
Menteri Energi dan Sumber Daya Mineral Nomor 319.K/HK.02/MEM.S/2023
tentang Sistem Manajemen Keamanan Informasi di Lingkungan Kementerian
Energi dan Sumber Daya Mineral.
https://www.scribd.com/document/704683882/Kepmen-ESDM-N0-319K-HK-
02-MEM-S-2023. Pada 17 Januari 2026

Australian Government. (2023). Australian Cyber Security Strategy 2023-2030.
Department of Home Affairs.
https://www.homeaffairs.gov.au/about-us/our-portfolios/cyber-
security/strateqy/2023-2030-australian-cyber-security-strategy. Pada 17 Januari

2026
Australian Government. (2020). Australia’s Cyber Security Strategy 2020. Department of
Home Affairs.

https://architecture.digital.gov.au/strategy/australias-cyber-security-strategy-
2020. Pada 17 Januari 2026



https://standar-keamanansiber.id/
https://www.bssn.go.id/strategi-keamanan-siber-nasional/?utm_source=chatgpt.com
https://peraturan.go.id/files/perpres-no-47-tahun-2023.pdf.%20Pada%2016%20Januari%202026
https://peraturan.go.id/files/Perpres+18+2020.pdf
https://peraturan.bpk.go.id/Download/122030/PP%20Nomor%2071%20Tahun%202019.pdf
https://peraturan.bpk.go.id/Download/122030/PP%20Nomor%2071%20Tahun%202019.pdf
https://peraturan.bpk.go.id/Details/211029/perpres-no-82-tahun-2022?utm_source=chatgpt.com
https://web.pln.co.id/cms/media/2022/06/tingkatkan-kapabilitas-keamanan-siber-demi-jaga-layanan-pelanggan-yang-prima-pln-perkuat-kerja-sama-dengan-bssn/?utm_source=chatgpt.com
https://web.pln.co.id/cms/media/2022/06/tingkatkan-kapabilitas-keamanan-siber-demi-jaga-layanan-pelanggan-yang-prima-pln-perkuat-kerja-sama-dengan-bssn/?utm_source=chatgpt.com
https://web.pln.co.id/cms/media/2022/06/tingkatkan-kapabilitas-keamanan-siber-demi-jaga-layanan-pelanggan-yang-prima-pln-perkuat-kerja-sama-dengan-bssn/?utm_source=chatgpt.com
https://peraturan.bpk.go.id/Details/174287/peraturan-bssn-no-10-tahun-2020?utm_source=chatgpt.com
https://peraturan.bpk.go.id/Details/174287/peraturan-bssn-no-10-tahun-2020?utm_source=chatgpt.com
https://www.scribd.com/document/704683882/Kepmen-ESDM-No-319K-HK-02-MEM-S-2023?utm_source=chatgpt.com
https://www.scribd.com/document/704683882/Kepmen-ESDM-No-319K-HK-02-MEM-S-2023?utm_source=chatgpt.com
https://www.homeaffairs.gov.au/about-us/our-portfolios/cyber-security/strategy/2023-2030-australian-cyber-security-strategy?utm_source=chatgpt.com
https://www.homeaffairs.gov.au/about-us/our-portfolios/cyber-security/strategy/2023-2030-australian-cyber-security-strategy?utm_source=chatgpt.com
https://architecture.digital.gov.au/strategy/australias-cyber-security-strategy-2020?utm_source=chatgpt.com
https://architecture.digital.gov.au/strategy/australias-cyber-security-strategy-2020?utm_source=chatgpt.com

ASEAN. (2018). ASEAN leaders’ statement on cybersecurity cooperation.
https://asean.org/wp-content/uploads/2018/11/ASEAN-L eaders-Statement-
on-Cybersecurity-Cooperation.pdf

ASEAN. (2019). ASEAN cybersecurity cooperation strategy.
https://asean.org/wp-content/uploads/2021/09/ASEAN-Cybersecurity-
Cooperation-Strategy.pdf

ASEAN.  (2021). ASEAN CERTs Incident  Drill  (ACID)  overview.
https://asean.org/wp-content/uploads/2021/08/ASEAN-CERTs-Incident-

Drill.pdf
ASEAN Ministerial Conference on Cybersecurity. (2018). Chairman’s statement of the
first AMCC.

https://asean.org/wp-content/uploads/2018/10/Chairmans-Statement-of-
the-1st-AMCC.pdf

ENISA. (2019). Cybersecurity of critical infrastructure. European Union Agency for
Cybersecurity.
https://www.enisa.europa.eu/publications/cybersecurity-of-critical-
infrastructure

OECD. (2020). Cybersecurity policy making at the turning point. OECD Publishing.
https://doi.org/10.1787/8a4a3f58-en

United Nations Group of Governmental Experts. (2021). Report on advancing responsible
state behaviour in cyberspace.
https://digitallibrary.un.org/record/3935126

UN ESCAP. (2021). Cybersecurity resilience in ASEAN.
https://www.unescap.org/resources/cybersecurity-resilience-asean

Australian Government Department of Foreign Affairs and Trade (DFAT). (2017). First
Australia—Indonesia Cyber Policy Dialogue.
https://www.dfat.gov.au/international-relations/themes/cyber-
affairs/Pages/australia-indonesia-cyber-policy-dialogue. (Diakses pada 13
Januari 2026).

Australian Government Department of Foreign Affairs and Trade (DFAT). (2018). Second
Australia—Indonesia Cyber Policy Dialogue.
https://www.dfat.gov.au/international-relations/themes/cyber-
affairs/Pages/second-australia-indonesia-cyber-policy-dialogue.  (Diakses
pada 13 Januari 2026).

Australian Government Department of Foreign Affairs and Trade (DFAT). (2020). Third
Australia—Indonesia Cyber Policy Dialogue.
https://www.dfat.gov.au/news/news/third-australia-indonesia-cyber-policy-
dialogue. (Diakses pada 13 Januari 2026).

Australian Embassy Indonesia. (2025). Australia and Indonesia strengthen cyber
cooperation. https://indonesia.embassy.gov.au/jakt/MR25 _075.html
(Diakses pada 13 Januari 2026).



https://asean.org/wp-content/uploads/2018/11/ASEAN-Leaders-Statement-on-Cybersecurity-Cooperation.pdf
https://asean.org/wp-content/uploads/2018/11/ASEAN-Leaders-Statement-on-Cybersecurity-Cooperation.pdf
https://asean.org/wp-content/uploads/2021/09/ASEAN-Cybersecurity-Cooperation-Strategy.pdf
https://asean.org/wp-content/uploads/2021/09/ASEAN-Cybersecurity-Cooperation-Strategy.pdf
https://asean.org/wp-content/uploads/2021/08/ASEAN-CERTs-Incident-Drill.pdf
https://asean.org/wp-content/uploads/2021/08/ASEAN-CERTs-Incident-Drill.pdf
https://asean.org/wp-content/uploads/2018/10/Chairmans-Statement-of-the-1st-AMCC.pdf
https://asean.org/wp-content/uploads/2018/10/Chairmans-Statement-of-the-1st-AMCC.pdf
https://www.enisa.europa.eu/publications/cybersecurity-of-critical-infrastructure
https://www.enisa.europa.eu/publications/cybersecurity-of-critical-infrastructure
https://doi.org/10.1787/8a4a3f58-en
https://digitallibrary.un.org/record/3935126
https://www.unescap.org/resources/cybersecurity-resilience-asean
https://www.dfat.gov.au/international-relations/themes/cyber-affairs/Pages/second-australia-indonesia-cyber-policy-dialogue
https://www.dfat.gov.au/international-relations/themes/cyber-affairs/Pages/second-australia-indonesia-cyber-policy-dialogue
https://www.dfat.gov.au/news/news/third-australia-indonesia-cyber-policy-dialogue?utm_source=chatgpt.com
https://www.dfat.gov.au/news/news/third-australia-indonesia-cyber-policy-dialogue?utm_source=chatgpt.com
https://indonesia.embassy.gov.au/jakt/MR25_075.html?utm_source=chatgpt.com

	DAFTAR PUSTAKA

